
Chapter 2
Network Models



2-1   LAYERED TASKS

We use the concept of layers in our daily life. As an
example, let us consider two friends who
communicate through postal mail. The process of
sending a letter to a friend would be complex if there
were no services available from the post office.



Figure 2.1  Tasks involved in sending a letter



2-2   THE OSI MODEL

Established in 1947, the International Standards
Organization (ISO) is a multinational body dedicated
to worldwide agreement on international standards.
An ISO standard that covers all aspects of network
communications is the Open Systems Interconnection
(OSI) model. It was first introduced in the late 1970s.

ISO is the organization.
OSI is the model.



Figure 2.2  Seven layers of the OSI model



Figure 2.3  The interaction between layers in the OSI model



Figure 2.4  An exchange using the OSI model



2-3   LAYERS IN THE OSI MODEL

In this section we briefly describe the functions of each
layer in the OSI model.

Physical Layer
Data Link Layer
Network Layer
Transport Layer
Session Layer
Presentation Layer
Application Layer

Topics discussed in this section:



Figure 2.5  Physical layer



The physical layer is responsible for movements of
individual bits from one hop (node) to the next.

Some functions of this layer include:

 Cables and bits

 Type of signaling such as analog or digital

 Electrical or optical characteristics of signal

 Asynchronous, synchronous, simplex, full or half duplex

 Data rate such as 10, 100, or gigabit

 Topology such as star, bus, ring

 Physical mechanics of a network connection including wires (UTP,
coax, thicknet, thinnet, fiber) and connectors (RJ-45 and DB-9)
and transmission of bits

 Single or multiple channels over a medium

 Hubs and repeaters are examples if devices that function at the
physical layer.



Figure 2.6  Data link layer



The data link layer is responsible for moving 
frames from one hop (node) to the next.

Some functions of this layer include:

 Organizes data bits into frames

 The data link layer defines hardware (physical or MAC) 
addresses as well as the communication process that 
occurs within a media type.

 Error correction and retransmission

 Switches and bridges function at the data link layer.

 Examples of data link layer protocols include IEEE’s 
802.2, 802.3, Ethernet II, HDLC, PPP, and Frame Relay.



Figure 2.7  Hop-to-hop delivery



Figure 2.8  Network layer



The network layer is responsible for delivery of individual 
packets from the source host to the destination host.

Some functions of this layer include:
 Adds network and node addressing information to the

data frames
 Packet creation and packet sequence control
 Support services to the transport layer and data

preparation to the data link layer
 Route discovery and determination of best route

between networks
 The network layer provides a logical topology and layer-

3 addresses.
 Routers function at the network layer
 Layer 3 protocols include TCP/IP, IPX (Novell), and

AppleTalk (Apple)



Figure 2.9  Source-to-destination delivery



Figure 2.10  Transport layer



The transport layer is responsible for the delivery 
of a message from one process to another.

Some functions of this layer include:
 The fourth layer, the transport layer, provides both

guaranteed data delivery and no guarantee of data
delivery.

 Examples include the Internet Protocol’s (IP) TCP
(transport control protocol) and UDP (user datagram
protocol) protocols.

 Connection oriented/reliable (TCP) or connectionless
(UDP) data transmissions

 Sequencing of data packets so they can be reassembled
at destination

 Identification of service addresses (ports) at the
destination devices



Figure 2.11  Reliable process-to-process delivery of a message



Figure 2.12  Session layer



The session layer is responsible for dialog 
control and synchronization.

Some functions of this layer include:

 The session layer is responsible for establishing,
maintaining, synchronizing and terminating network
connections.

 Ex. File transfer – session layer establishes connection,
reestablishes if lost, terminates when finished

 Examples include RPC’s (remote procedure calls) and
NFS (Network File System)



Figure 2.13  Presentation layer



The presentation layer is responsible for translation, 
compression, and encryption.

Some functions of this layer include:

 The presentation layer is responsible for defining how
information is presented to the user in the interface
(application layer) that they are using.

 Examples of presentation layer protocols and standards
include ASCII, BMP, GIF, JPEG, WAV, AVI, and MPEG.



Figure 2.14  Application layer



The application layer is responsible for 
providing services to the user.

Some functions of this layer include:

 The topmost layer provides the interface that a person
uses to interact with the application.

 Examples are: telnet, FTP, Web Browsers, Email

 Many more apps are now network aware; ex. are
Microsoft Word



Figure 2.15  Summary of layers



2-4   TCP/IP PROTOCOL SUITE

The layers in the TCP/IP protocol suite do not exactly
match those in the OSI model. The original TCP/IP
protocol suite was defined as having four layers: host-to-
network, internet, transport, and application. However,
when TCP/IP is compared to OSI, we can say that the
TCP/IP protocol suite is made of five layers: physical,
data link, network, transport, and application.



Figure 2.16  TCP/IP and OSI model



2.29

OSI vs. TCP/IP Model



TCP/IP Model
TCP/IP Model

Application Layer
Application programs using the network

Transport Layer (TCP/UDP)
Management of end-to-end message transmission,

error detection and error correction
Network Layer (IP)

Handling of datagrams : routing and congestion
Data Link Layer

Management of cost effective and reliable data delivery,
access to physical networks

Physical Layer
Physical Media



OSI Vs TCP/IP

Similarities include:
 Both have layers.
 Both have application layers, though they include very different services.
 Both have comparable transport and network layers.
 Both assume packets are switched. This means that individual packets may

take different paths to reach the same destination. This is contrasted with
circuit-switched networks where all the packets take the same path.

Differences include:
 TCP/IP combines the presentation and session layer issues into its

application layer.
 TCP/IP combines the OSI data link and physical layers into the network

access layer.
 TCP/IP appears simpler because it has fewer layers.
 TCP/IP protocols are the standards around which the Internet developed,

so the TCP/IP model gains credibility just because of its protocols. In
contrast, networks are not usually built on the OSI protocol, even though
the OSI model is used as a guide.


